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Pour utiliser des signatures basées sur serveur, qui sont utilisées par le Signing-API avec un certificat 
TLS Web Client Authentication (pour une connexion mTLS), la clé publique du certificat utilisé doit être 
enregistrée sur le serveur de la SG-PKI (trustanchor).  

La transmission des données d'accès doit être consignée par écrit de manière transparente et 
exhaustive, selon le document « Convention et conditions d'utilisation des certificats de classe A – 
certificats réglementés et qualifiés au sens de la SCSE (pour les personnes physiques et morales) ». 

Toutes les modifications concernant le titulaire du certificat ou le certificat TLS utilisé doivent être 
annoncées immédiatement à la SG-PKI. 

Veuillez remplir ce formulaire en respectant le common name (CN) indiqué sur le certificat. 

Application spécialisée avec sceau d'autorité 
Nom application:  

N° de série :  

KeyBearer :  

Application spécialisée sans sceau d'autorité 
Nom :  

Le certificat TLS suivant est à utiliser avec le certificat d'autorité mentionné ci-dessus : 
Common Name (CN) : 

N° de série (SN) : 

Date d’expiration : 

   Ce certificat remplace l'ancien certificat TLS avec le numéro de série : 

Signature numérique du responsable de l'application spécialisée 
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